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Marlene H. Dortch
Office of the Secretary
Federal Communications Commission
445 12th Street, S.W.
Washington, D. C. 20554

Re: EB Docket 06-36, Annual 47 C.F.R. § 64.2009(e) CPNI Certification Filing of
Monmouth Telephone & Telegraph, Inc.

Dear Ms. Dortch:

Pursuant to Section 64.2009(e) of the Commission's Rules, 47 C.F.R. § 64.2009(e),
enclosed for filing in the above-referenced docket is the executed annual CPNI Certificate of
Compliance of Monmouth Telephone & Telegraph, Inc. ("Monmouth"). Further, as mandated
by the Commission's regulations, attached to the certificate is a statement concerning the
procedures employed by Monmouth to ensure· compliance with the Commission's CPNI
regulations.

Please contact the undersigned counsel for Monmouth if you have any questions about
this matter. Thank you.

.c. H
Counsel for Monmouth Tel.

Enclosures



CERTIFICATE OF COMPLIANCE

Annual 47 C.F.R. §. 64.Z009(e) ePM Certification

EB Docket 06..,36

Annual 64.2009(e) CPNI Certification for 2007

Date filed: February 29) 200&

Name of company covered by this c~rtifi.cation: Monmouth Telephone & Telegraph, Inc.

Prim 499 Filer ID: 820770

Narne ofsignatory; Mr. Kenneth Leland

Title ofsigl.1atory:President

1, Kenneth Leland, certifY that ram an officer of Momnouth Telephone & Telegraph, Inc.
("Monmouth" or "the Company') and, acting as an agent of the Company) that I have personal
knowledge that the Company has established operating procedures. summarized in the attached
statement, that are adequate to enspre compliance withthe Cotnmission's rules governing use
and disclosure ofconfidential proprietary network irifonnation ("CPNr'), &8 governed by Section
222 of the Communications Act of 1934, as anlended by the Telecommunications Act of 1996,
and as set forth in Part 64, Subpart U of the of the Commission's rules, 47 c.F.R. §§ 64.2001 et.
seq.

Monmouth has not received any customer complaints in the past calendar year
concerning the unauthorized release of ePNI, and is not aware of any unauthorized disclosures
of CPNL The Company has not taken any actions against data brokers in the past year.
Specifically) 110 prooeedings have been instituted, nor have any petitions been filed by the
Company at either state commissions) the Qourtsy~tem, or at 1#e Commission in the past year.
The Company does not have any infonnation with respect to the processes pretexters are using to
attempt to access CPNI and what steps companies are taking to prot~ct CPNI.

;;Lj; d~
Kenneth Leland
Presideut
Momnouth Telephone &Telegraph, Inc.
Executed February 29, 2008



COMPLIANCE STATEMENT

The operating procedures of Monmouth Telephone & Telegraph, Inc. ("Monmouth" or

"Company") ensure that the Company complies with the FCC's rules at 47 C.F.R. § 64.2001, et.

seq., governing the use of CPNI. Monmouth ensures compliance with the FCC's CPNI rules

through the use of an internal policy limiting the use or disclosure of CPNI to very limited

circumstances. The Company's policy is administered by its President, Kenneth W. Leland, and

includes the following governing principles:

• Monmouth does not use CPNI to market service offerings among the different

categories of service, or even within the same category of service, that it provides

to subscribers.

• Monmouth only serves enterprise, or business customers, it does not serve any

residential customers. Monmouth ensures that its customers' are served by a

dedicated account representative as the primary contact, and that its customers'

contracts specifically address the Company's protection of CPNI.

• Monmouth will not release or disclose CPNI to a third party, unless under

exceptional circumstances. Specifically, Monmouth will only release or disclose

CPNI to a third party pursuant to a valid request from law enforcement, the

federal judiciary or other appropriate authority; or, pursuant to express customer

i
approval. For example, customer information will only be disclosed after the

requesting party demonstrates that the request is made pursuant to a valid

subpoena, court order, search warrant or national security letter.

• Through the use of the FCC small entity compliance guide the Company trains

employees to recognize CPNI and understand the limitations of use or disclosure

set forth under federal law and Company policy.



• Monmouth maintains a record, for a period of at least one year, of those limited

circumstances in which CPNI is disclosed or provided to third parties (pursuant to

a valid request from law enforcement, the federal judiciary or other appropriate

authority).

• Violations of this policy may result in disciplinary action, including the

tennination of employment where appropriate.


